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**** First change ****
5.4
File distribution capability
The MCData service shall support distribution of files for one-to-one and group communications. 

The MCData service shall allow the MCData user to send a file or a URL of a file to another MCData user. The source of the file can originate either from an MCData client or from a network functional entity. The generated URL shall be a reference to a stored file to allow for subsequent retrieval. The file storage policy may determine the availability of the file to be retrieved, and is subject to expiry time and size limitations.
When the file delivery request is set by the sending user to mandatory download, the MCData service shall proceed to deliver the file to the recipient when possible. The file distribution mechanisms shall support both unicast and broadcast delivery methods.

The MCData service shall support aggregation of download completed reports when files are distributed to multiple recipients.

The MCData service shall support mechanisms for detection and recovery of lost data. A receiving MCData client should be able to:

-
detect and report when a transfer did not complete properly and request retransmission;
-
identify and re-request the missing parts of an incompletely received file; and

-
accept partial retransmissions and use them to reconstitute the original file.
When employing MBMS delivery:

-
MCData may use the MB2 interface specified in 3GPP TS 23.468 [8]. See also Group Communication Delivery Method in 3GPP TS 26.346 [21]; or

-
if MBMS user services and Download Delivery Method (see 3GPP TS 26.346 [21]) are utilized, MCData shall use the xMB interface specified in 3GPP TS 26.348 [19].

For the MBMS path, figure 5.4-1 shows both the MB2 and the xMB interfaces.
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Figure 5.4-1 MCData on-network architecture showing the unicast and MBMS delivery paths
**** Next change ****

5.12
MBMS user service architecture requirements

The MBMS user service architecture offers a set of delivery methods to applications, specified in 3GPP TS 26.346 [21]. The MBMS download delivery method is used for the delivery of files over MBMS and provides reliability control by means of forward-error-correction.

The MCData File Distribution capability can use the MBMS download delivery method by including, in the MC service-on network architecture (subclause 5.2.6 from 3GPP TS 23.280 [5]), the MBMS user service architecture (3GPP TS 26.346 [21]), with the MCData server assuming the role of the content provider.

The MCData server may determine the MBMS broadcast area based on the cell identities of the affiliated group members received over GC1.
When the xMB interface is used, the MCData server uses the xMB mission critical extension, specified in 3GPP TS 26.348 [19] to control the QoS and the MBMS broadcast area of the MBMS user services. The MCData server also provides a file delivery manifest over xMB-C (see subclause 5.6.2 from 3GPP TS 26.348 [19]) describing the list of files to be broadcasted, and, for each file, the target completion date and the number of repetitions.

The MBMS user service metadata, which provides the delivery and schedule parameters, are returned to the MCData server after the MBMS session creation or update, under the form of a SA file (annex L.3A from 3GPP TS 26.346 [21]). The MCData server signals this SA file, together with the service id and the uri of the file to be received to the targeted MCData clients.

NOTE:
Use of service announcement channel to deliver MBMS user service metadata is not covered in the current specification.

**** Next change ****

6.6.4.1.3
Reference point MCData-FD-3 (multicast between the FD functions of the MCData client and the MCData server)
The MCData-FD-3 reference point, which exists between the FD functions of the MCData client and the MCData server, is used by the FD function of the MCData server to send downlink multicast file data to the FD function of the MCData client. The MCData-FD-3 reference point uses the MB2-U interface defined in 3GPP TS 23.468 [8] or the xMB-U interface as defined in 3GPP TS 26.348 [19].

**** Next change ****

7.5.2.1.5
MCData FD request (using HTTP)
Table 7.5.2.1.5-1 describes the information flow for the MCData FD request (in subclause 7.5.2.4.2) sent from the MCData client to the MCData server.
Table 7.5.2.1.5-1: MCData FD request (using HTTP) from MCData client to MCData server
	Information element
	Status
	Description

	MCData ID
	M
	The identity of the MCData user sending the file

	Functional alias
	O
	The functional alias associated with MCData user sending the file

	MCData ID (see NOTE)
	O
	The identity of the MCData user receiving the file

	Functional alias (see NOTE)
	O
	The associated functional alias of the MCData user identity towards which the data is sent.

	Conversation Identifier
	M
	Identifies the conversation

	Transaction Identifier
	M
	Identifies the MCData transaction

	Reply Identifier
	O
	Identifies the original MCData transaction to which the current transaction is a reply to

	Disposition indication
	O
	Indicates whether file download completed report is expected or not

	Download indication
	O
	Indicates mandatory download

	Application metadata container
	O
	Implementation specific information that is communicated to the recipient

	Content reference
	M
	URL reference to the content and file metadata information

	Emergency indicator
	O
	Indicates that the data request is for MCData emergency communication

	Deposit file indication
	O
	Indicates whether the file to be stored into the MCData message store account of the MCData user

	NOTE:
Either the MCData ID or the functional alias must be present.




Table 7.5.2.1.5-2 describes the information flow for the MCData FD request (in clause 7.5.2.4.2) sent from an MCData server to a partner MCData server.
Table 7.5.2.1.5-2: MCData FD request (using HTTP) from an MCData server to MCData server
	Information element
	Status
	Description

	MCData ID
	M
	The identity of the MCData user sending the file

	Functional alias
	O
	The associated functional alias of the MCData user identity sending the file

	MCData ID
	M
	The identity of the MCData user receiving the file

	Functional alias
	O
	The associated functional alias of the MCData user identity towards which the data is sent.

	Conversation Identifier
	M
	Identifies the conversation

	Transaction Identifier
	M
	Identifies the MCData transaction

	Reply Identifier
	O
	Identifies the original MCData transaction to which the current transaction is a reply to

	Disposition indication
	O
	Indicates whether file download completed report is expected or not

	Download indication
	O
	Indicates mandatory download

	Application metadata container
	O
	Implementation specific information that is communicated to the recipient

	Content reference
	M
	URL reference to the content and file metadata information

	Emergency indicator 
	O
	Indicates that the data request is for MCData emergency communication


Table 7.5.2.1.5-3 describes the information flow for the MCData FD request (in clause 7.5.2.4.2) sent from the MCData server to the MCData client.
Table 7.5.2.1.5-3: MCData FD request (using HTTP) from MCData server to MCData client
	Information element
	Status
	Description

	MCData ID
	M
	The identity of the MCData user sending the file

	Functional alias
	O
	The associated functional alias of the MCData user sending the file

	MCData ID
	M
	The identity of the MCData user receiving the file

	Conversation Identifier
	M
	Identifies the conversation

	Transaction Identifier
	M
	Identifies the MCData transaction

	Reply Identifier
	O
	Identifies the original MCData transaction to which the current transaction is a reply to

	Disposition indication
	O
	Indicates whether file download completed report is expected or not

	Download indication
	O
	Indicates mandatory download

	Application metadata container
	O
	Implementation specific information that is communicated to the recipient

	Content reference
	M
	URL reference to the content and file metadata information

	Emergency indicator 
	O
	Indicates that the data request is for MCData emergency communication


**** Next change ****

7.5.2.1.7A
MCData aggregated download completed report
Table 7.5.2.1.7A-1 describes the information flow for the MCData aggregated download completed report sent from the MCData server to the MCData client, indicating the result of a request for a file delivery to an MCData group.
Table 7.5.2.1.7A-1: MCData aggregated download completed report
	Information element
	Status
	Description

	MCData ID
	M
	The identity of the MCData user that sent the FD request

	Number of Aggregated Reports
	M
	Total number of received individual completed reports 

	Number of Successful Deliveries
	O
	Number of received individual completed reports indicating success

	Conversation Identifier
	M
	Identifies the conversation

	Transaction Identifier
	M
	Identifies the MCData transaction

	Reply Identifier
	M
	Identifies the original MCData transaction which the current transaction is a reply to

	Successful MCData ID list
	O (NOTE)
	List, partial or full, of MCData users who successfully received the file delivery

	Unsuccessful MCData ID list
	O (NOTE)
	List, partial or full, of MCData users who reported failure to fully receive the file delivery successfully

	NOTE:
No more than one of these information elements may be present.


7.5.2.1.8
MCData FD request (using media plane)
Table 7.5.2.1.8-1 describes the information flow for the MCData FD request (in subclause 7.5.2.5.2) sent from the MCData client to the MCData server and from the MCData server to another MCData client.
Table 7.5.2.1.8-1: MCData FD request (using media plane/MCData client to MCData server)
	Information element
	Status
	Description

	MCData ID
	M
	The identity of the MCData user sending the file

	Functional alias
	O
	The functional alias associated with MCData user sending the file

	MCData ID (see NOTE 1)
	O
	The identity of the MCData user receiving the file

	Functional alias (see NOTE 1)
	O
	The associated functional alias of the MCData user identity towards which the data is sent.

	Conversation Identifier
	M
	Identifies the conversation

	Transaction Identifier
	M
	Identifies the MCData transaction

	Reply Identifier
	O
	Identifies the original MCData transaction to which the current transaction is a reply to

	Disposition indication
	O
	Indicates whether file download completed report is expected or not

	Download indication
	O
	Indicates mandatory download (i.e. auto accept this media plane setup request)

	Application metadata container
	O
	Implementation specific information that is communicated to the recipient

	SDP offer (see NOTE 2)
	M
	Media parameters offered

	Requested priority
	O
	Application priority level requested for this communication session

	Emergency indicator
	O
	Indicates that the data request is for MCData emergency communication

	NOTE 1:
Either the MCData ID or the functional alias must be present.

NOTE 2:
Includes file metadata.


Table 7.5.2.1.8-2: MCData FD request (using media plane/MCData server to MCData server)
	Information element
	Status
	Description

	MCData ID
	M
	The identity of the MCData user sending the file

	Functional alias
	O
	The associated functional alias of the MCData user identity sending the file

	MCData ID
	M
	The identity of the MCData user receiving the file

	Functional alias
	O
	The associated functional alias of the MCData user identity towards which the data is sent

	Conversation Identifier
	M
	Identifies the conversation

	Transaction Identifier
	M
	Identifies the MCData transaction

	Reply Identifier
	O
	Identifies the original MCData transaction to which the current transaction is a reply to

	Disposition indication
	O
	Indicates whether file download completed report is expected or not

	Download indication
	O
	Indicates mandatory download (i.e. auto accept this media plane setup request)

	Application metadata container
	O
	Implementation specific information that is communicated to the recipient

	SDP offer (see NOTE)
	M
	Media parameters offered

	Requested priority
	O
	Application priority level requested for this communication session

	Emergency indicator 
	O
	Indicates that the data request is for MCData emergency communication

	NOTE:
Includes file metadata.


Table 7.5.2.1.8-3: MCData FD request (using media plane/MCData server to MCData client)
	Information element
	Status
	Description

	MCData ID
	M
	The identity of the MCData user sending the file

	Functional alias
	O
	The associated functional alias of the MCData user identity sending the file

	MCData ID
	M
	The identity of the MCData user receiving the file

	Conversation Identifier
	M
	Identifies the conversation

	Transaction Identifier
	M
	Identifies the MCData transaction

	Reply Identifier
	O
	Identifies the original MCData transaction to which the current transaction is a reply to

	Disposition indication
	O
	Indicates whether file download completed report is expected or not

	Download indication
	O
	Indicates mandatory download (i.e. auto accept this media plane setup request)

	Application metadata container
	O
	Implementation specific information that is communicated to the recipient

	SDP offer (see NOTE)
	M
	Media parameters offered

	Requested priority
	O
	Application priority level requested for this communication session

	Emergency indicator
	O
	Indicates that the data request is for MCData emergency communication

	NOTE:
Includes file metadata.


**** Next change ****

7.5.2.1.10
MCData group standalone FD request (using HTTP)
Table 7.5.2.1.10-1 describes the information flow for the MCData group standalone FD request (in subclause 7.5.2.6.2) sent from the MCData client to the MCData server.
Table 7.5.2.1.10-1: MCData group standalone FD request (using HTTP) from MCData client to MCData server
	Information element
	Status
	Description

	MCData ID
	M
	The identity of the MCData user sending the file

	Functional alias
	O
	The functional alias associated with MCData user sending the file

	MCData group ID
	M
	The MCData group ID to which the file is to be sent

	Conversation Identifier
	M
	Identifies the conversation

	Transaction Identifier
	M
	Identifies the MCData transaction

	Reply Identifier
	O
	Identifies the original MCData transaction to which the current transaction is a reply to

	Disposition indication
	O
	Indicates whether file download completed report is expected or not

	Download indication
	O
	Indicates mandatory download

	Application metadata container
	O
	Implementation specific information that is communicated to the recipient

	Content reference
	M
	URL reference to the content and file metadata information

	Emergency indicator (see NOTE 1)
	O
	Indicates that the data request is for MCData emergency communication

	Alert indicator (see NOTE 2)
	O
	Indicates whether an emergency alert is to be sent

	Imminent peril indicator (see NOTE 1)
	O
	Indicates that the data request is for MCData imminent peril communication

	NOTE 1:
If used, only one of these information elements shall be present.
NOTE 2:
This information element may be present only when Emergency indicator is present.


Table 7.5.2.1.10-2 describes the information flow for the MCData group standalone FD request (in subclause 7.5.2.6.2) sent from the MCData server to the MCData client.

Table 7.5.2.1.10-2: MCData group standalone FD request (using HTTP) from MCData server to MCData client
	Information element
	Status
	Description

	MCData ID
	M
	The identity of the MCData user sending the file

	Functional alias
	O
	The functional alias associated with MCData user sending the file

	MCData group ID
	M
	The MCData group ID to which the file is to be sent

	MCData ID
	M
	The identity of the MCData user receiving the file

	Conversation Identifier
	M
	Identifies the conversation

	Transaction Identifier
	M
	Identifies the MCData transaction

	Reply Identifier
	O
	Identifies the original MCData transaction to which the current transaction is a reply to

	Disposition indication
	O
	Indicates whether file download completed report is expected or not

	Download indication
	O
	Indicates mandatory download

	Application metadata container
	O
	Implementation specific information that is communicated to the recipient

	Content reference
	M
	URL reference to the content and file metadata information

	Emergency indicator (see NOTE 1)
	O
	Indicates that the data request is for MCData emergency communication

	Alert indicator (see NOTE 2)
	O
	Indicates whether an emergency alert is to be sent

	Imminent peril indicator (see NOTE 1)
	O
	Indicates that the data request is for MCData imminent peril communication

	NOTE 1:
If used, only one of these information elements shall be present.
NOTE 2:
This information element may be present only when Emergency indicator is present.


**** Next change ****

7.5.2.1.12
MCData group standalone FD request (using media plane)
Table 7.5.2.1.12-1 describes the information flow for the MCData group standalone FD request (in subclause 7.5.2.7.2) sent from the MCData client to the MCData server and from the MCData server to another MCData client.
Table 7.5.2.1.12-1: MCData group standalone FD request (using media plane/MCData client to MCData server)
	Information element
	Status
	Description

	MCData ID
	M
	The identity of the MCData user sending the file

	Functional alias
	O
	The functional alias associated with MCData user sending the file

	MCData group ID
	M
	The MCData group ID to which the data is to be sent

	Conversation Identifier
	M
	Identifies the conversation

	Transaction Identifier
	M
	Identifies the MCData transaction

	Reply Identifier
	O
	Identifies the original MCData transaction to which the current transaction is a reply to

	Disposition indication
	O
	Indicates whether file download completed report is expected or not

	Download indication
	O
	Indicates mandatory download (i.e. auto accept this media plane setup request)

	Application metadata container
	O
	Implementation specific information that is communicated to the recipient

	SDP offer (see NOTE 3)
	M
	Media parameters offered

	Requested priority
	O
	Application priority level requested for this communication session

	Emergency indicator (see NOTE 1)
	O
	Indicates that the data request is for MCData emergency communication

	Alert indicator (see NOTE 2)
	O
	Indicates whether an emergency alert is to be sent

	Imminent peril indicator (see NOTE 1)
	O
	Indicates that the data request is for MCData imminent peril communication

	NOTE 1:
If used, only one of these information elements shall be present.
NOTE 2:
This information element may be present only when Emergency indicator is present.
NOTE 3:
Includes file metadata.


Table 7.5.2.1.12-2: MCData group standalone FD request (using media plane/MCData server to MCData client)
	Information element
	Status
	Description

	MCData ID
	M
	The identity of the MCData user sending the file

	Functional alias
	O
	The functional alias associated with MCData user sending the file

	MCData group ID
	M
	The MCData group ID to which the data is to be sent

	MCData ID
	M
	The identity of the MCData user receiving the file

	Conversation Identifier
	M
	Identifies the conversation

	Transaction Identifier
	M
	Identifies the MCData transaction

	Reply Identifier
	O
	Identifies the original MCData transaction to which the current transaction is a reply to

	Disposition indication
	O
	Indicates whether file download completed report is expected or not

	Download indication
	O
	Indicates mandatory download (i.e. auto accept this media plane setup request)

	Application metadata container
	O
	Implementation specific information that is communicated to the recipient

	SDP offer (see NOTE 3)
	M
	Media parameters offered

	Requested priority
	O
	Application priority level requested for this communication session

	Emergency indicator (see NOTE 1)
	O
	Indicates that the data request is for MCData emergency communication

	Alert indicator (see NOTE 2)
	O
	Indicates whether an emergency alert is to be sent

	Imminent peril indicator (see NOTE 1)
	O
	Indicates that the data request is for MCData imminent peril communication

	NOTE 1:
If used, only one of these information elements shall be present.
NOTE 2:
This information element may be present only when Emergency indicator is present.
NOTE 3:
Includes file metadata.


**** Next change ****

7.5.2.1.21
MCData group standalone FD over MBMS request
Table 7.5.2.1.21-1 describes the information flow for the MCData group standalone FD request (in subclause 7.5.2.6.2) sent from the MCData server to another MCData client.
Table 7.5.2.1.21-1: MCData group standalone FD over MBMS request
	Information element
	Status
	Description

	MCData ID
	M
	The identity of the MCData user sending the file

	MCData group ID
	M
	The MCData group ID to which the file is to be sent

	Conversation Identifier
	M
	Identifies the conversation

	Transaction Identifier
	M
	Identifies the MCData transaction

	Reply Identifier
	O
	Identifies the original MCData transaction to which the current transaction is a reply to

	Disposition indication
	O
	Indicates whether file download completed report is expected or not

	Download indication
	M
	Indicates mandatory download

	Application metadata container
	O
	Implementation specific information that is communicated to the recipient

	Content reference
	M
	URL reference to the content and file metadata information

	MBMS user service id
	M
	Id of the MBMS user service delivering the file

	MBMS content URI
	M
	URI upon which the content is delivered in the MBMS user service


**** Next change ****

7.5.2.3.3
Procedure for file download including request of network resources with required QoS
The procedure in figure 7.5.2.3.3-1 describes the case where an MCData client sends a request to the MCData server for the download of a file from the media storage client on the MCData client to the media storage function on the MCData content server. The MCData server can, therefore, request network resources with the required QoS for the corresponding file download.

Pre-conditions:

1.
The MCData user on the MCData client is registered on the MCData server for receiving MCData service.

2.
The MCData client has been requested to download a file using HTTP and has received the corresponding file URL (via an MCData FD request or MCData group standalone FD request).

3.
The MCData client is required to download a file from the MCData content server over network resources with required QoS.

NOTE 1:
It is implementation specific whether an MCData system enables that network resources with required QoS are required for file downloads.

4.
The MCData client knows its IP address/port to be used for the file download as well as the URI or IP address/port of the target MCData content server.

NOTE 2:
How the MCData client knows the IP addresses and ports to be used for the file download is implementation specific and out of the scope of this specification.
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Figure 7.5.2.3.3-1: File download using HTTP over network resources with required QoS
1.
The MC user on the MCData client intends to download a file from the MCData content server based on a received MCData FD request or MCData group standalone FD request. If the MCData emergency state is already set for the MCData client, the MCData client sets the emergency indicator in the request.
2.
The MCData client sends the MCData file download request to the MCData server. This request contains information about the MCData client (including IP address and port to be used for the file download), and the target MCData content server (including associated URI or IP address, and port). The request also contains the corresponding file URL on the MCData content server.

3.
The MCData server may verify, based on the received file URL, whether the file is available in the MCData content server via the MCData-FD-5 reference point. For that, the MCData server sends an MCData file availability request to the MCData content server. Upon the receipt of the request, the MCData content server provides an MCData file availability response to the MCData server. If the MCData server identifies that the corresponding file is not available in the MCData content server, the MCData server provides a response to the MCData client indicating that the file download request cannot proceed due to the unavailability of the file in the MCData content server.
4.
The MCData server verifies that the corresponding MCData client is authorized to download the file from the corresponding MCData content server.

5.
If the MCData client is authorized for the file download, the MCData server sends a request to the 3GPP system for the allocation of network resources with the required QoS for the corresponding file download communication between the MCData client and the MCData content server. For that, the MCData server performs policy and charging control (PCC) procedures, e.g., over the Rx reference point as described in 3GPP TS 23.203 [14] for the case of an EPS system.

6.
The MCData server sends a MCData file download response to the MCData client indicating whether it can proceed with the file download from the MCData content server.
7.
The media storage client on the MCData client sends an MCData download data request to the media storage function on the MCData content server to download the corresponding file.

8.
The MCData content server provides an MCData download data response to the MCData client including the file for the case of a successful response.
9.
The MCData client provides to the MCData server an MCData download completed report indicating that the file download is completed.

10.
Based on the MCData download completed report, the MCData server requests to the 3GPP system to release the network resources allocated for the corresponding file download.
**** Next change ****

7.5.2.4.3
Procedure with interconnection between MCData systems

The procedure in figure 7.5.2.4.3-1 describes the case where a MCData user initiates a one-to-one data communication for sending a file to another MCData user where that other MCData user is receiving MCData service on a partner MCData system, and where interconnection is in use between the two MCData systems. In this procedure, the file has not previously been downloaded in the partner MC system.
Pre-conditions:

1.
The MCData users on the MCData client 1 and the MCData client 2 are already service authorized and receiving MCData service. MCData client 1 is receiving service on its primary MCData system, and MCData client 2 is receiving MCData service in the partner MCData system of MCData client 1.

2.
The file to be distributed has been uploaded to the media storage function on the MCData content server in the primary MCData system of MCData client 1 using the procedures defined in subclause 7.5.2.2.

3.
There is a service agreement between the primary and partner MCData systems to allow files to be shared between MCData content servers in the two systems. 
4.
The MCData client may have an activated functional alias to be used.

5.
The MCData server may have subscribed to the MCData functional alias controlling server within the MC system for functional alias activation/de-activation updates.
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Figure 7.5.2.4.3-1: One-to-one file distribution using HTTP with interconnection
1.
The user at the MCData client 1 initiates a file distribution request to the MCData user at MCData client 2.
2.
MCData client 1 sends an MCData FD request towards the primary MCData server. The MCData FD request contains content payload in the form of a file URL with the necessary access authorization information and may contain the file metadata information. The MCData FD request indicates the target MCData user for the one-to-one data communication. The MCData FD request contains a conversation identifier for message thread indication. If the MCData user at MCData client 1 has requested to mandatory download at the recipient side, then the MCData FD request contains the mandatory download indication. The MCData FD request may contain a request for a download completed report indication if selected by the user at MCData client 1. The MCData user at MCData client 1 may include a functional alias within the FD data transfer and may address the target MCData client 2 using a functional alias.

3.
MCData server checks whether the MCData user at MCData client 1 is authorized to send the MCData FD request and that the size of the file is below maximum data size for FD from the service configuration. MCData server verifies whether the provided functional alias of MCData client 1, if present, can be used and has been activated for the user.

4.
The MCData server may verify whether the corresponding file is available in the MCData content server via the MCData-FD-5 reference point using the received file URL in the MCData FD request. For that, the MCData server sends an MCData file availability request to the MCData content server. Upon the receipt of the request, the MCData content server provides an MCData file availability response to the MCData server. If the MCData server identifies that the corresponding file is not available in the MCData content server, the MCData server provides a response to the MCData client 1 indicating that the file distribution request cannot proceed due to the unavailability of the file in the MCData content server.

5.
The MCData server in the primary MCData system initiates the MCData FD request towards the MCData server in the partner MCData system, which contains the URL of the file which is stored in the primary MCData content server. The request includes the necessary access authorization information as MCData client 2 will retrieve the file while receiving service in the partner MCData system.

NOTE 1:
The contents of and mechanisms to use the authorization information are outside the scope of the present document. 
NOTE 2:
With the use of the functional alias for addressing the target MCData clients, the partner MCData system is to be determined by the primary MCData system.
6.
If functional alias is used to address that target MCData user, the MCData server in the partner MCData system resolves the MCData IDs of the functional alias. The resulting list contains all associated MCData IDs/MCData users that may share this functional alias. The MCData server in the partner MCData system now checks which MCData users have FD capabilities and which are authorized to receive a file. The partner MCData server sends the MCData FD request to the MCData users determined. The file URL being provided in MCData FD request to the MCData users determined is prepended with server URI of the partner MCData content server, such that the URL identifies a file location in the partner MCData content server.
NOTE 3:
Determination of the target MCData client is based on the associated MCData IDs that share a functional alias and other criteria.
7.
The receiving MCData client 2 may notify the user about the incoming MCData FD request (including file metadata, if present) which may be either accepted, rejected or ignored.
8.
The MCData user 2 may provide a response (accept or reject) or not (ignore) to the notification, then the MCData client 2 sends the MCData FD response to the partner MCData server. The MCData client 2 automatically sends an accepted MCData FD response when the received request includes a mandatory download indication.

9.
The partner MCData server forwards the MCData FD response to the MCData server in the primary MCData system.

10.
The primary MCData server forwards the MCData FD response to MCData client 1.

11.
MCData client 2 requests the file from the partner MCData content server.

NOTE 4:
Step 11 may occur any time after step 8, before or after steps 9 and 10.

12.
The partner MCData content server checks whether the file is stored locally, and if this is not the case, sends an MCData file retrieve request to the primary MCData content server. The MCData file retrieve request contains the URL of the file location in the primary MCData system, generated by removing the prepended local path from the requested URL.

NOTE 5:
The means of proving authorization for the request is outside the scope of the present document.

13.
The primary MCData content server responds to the partner MCData content server with an MCData file retrieve response which contains the content of the file to be retrieved. File metadata may include the lifetime of the file. The primary MCData content server records that the file has been sent to the indicated partner MCData system.

NOTE 6:
The partner MCData content server may store the local copy of the file in case future requests arise until the expiry time sent from primary MCData system for the file is reached or until a request is received to delete the file.
14.
The partner MCData content server sends the file to MCData client 2 in the MCData download data response. MCData client 2 records file download completed and notifies MCData user 2.
15.
The MCData client 2 provides an MCData download completed report for reporting file download completed, if this was requested by the user at MCData client 1 in the initial MCData FD request.

16.
The MCData download completed report is sent to the primary MCData server. The partner MCData server may store the download completed report for download history interrogation from authorized MCData users in the partner MCData system.
17.
The received MCData download completed report is sent by the primary MCData server to the MCData user at MCData client 1, if requested by the MCData client 1. The MCData file download completed report from the MCData client 2 may be stored by the primary MCData server for download history interrogation from authorized MCData users in the primary MCData system.
**** Next change ****

7.5.2.6.2
Procedure

The procedure in figure 7.5.2.6.2-1 describes the case where a MCData user is initiating group standalone data communication for sending a file to multiple MCData users, with or without download completed report request from the MCData user.
Pre-conditions:

1.
The MCData users on the MCData clients 1 to n belong to the same MCData group and are already registered for receiving MCData service and affiliated to the group.
2.
The file to be distributed is uploaded to the media storage function on the MCData content server using the procedures defined in subclause 7.5.2.2.

3.
The MCData client may have an activated functional alias to be used.

4.
The MCData server has subscribed to the MCData functional alias controlling server within the MC system for functional alias activation/de-activation updates.
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Figure 7.5.2.6.2-1: Group standalone FD using HTTP
1.
The user at the MCData client 1 initiates a file distribution request to multiple MCData users selecting a pre-configured group (identified by MCData group ID) and optionally particular members from that group.
2.
The MCData client 1 sends a MCData group standalone FD request towards the MCData server. The MCData FD request contains content payload in the form of file URL and may contain the file metadata information. The MCData group standalone data request contains either the selected MCData group ID or the target recipients as selected by the user at MCData client 1. The MCData group standalone FD request contains conversation identifier for message thread indication. The MCData group standalone FD request may include additional implementation specific information in the application metadata container. If MCData user at MCData client 1 has requested to mandatory download at the recipient side, then MCData group standalone FD request contains mandatory download indication. The MCData group standalone FD request may contain a download completed report indication if selected by the user at MCData client 1. The MCData user at MCData client 1 may include a functional alias within the FD data transfer. 
If the MCData user at MCData client 1 initiates an MCData emergency FD communication or the MCData emergency state is already set for the MCData client 1 (due to a previously triggered MCData emergency alert):

i)
the MCData group standalone FD request shall contain an emergency indicator;

ii)
the MCData group standalone FD request shall set an alert indicator if configured to send an MCData emergency alert while initiating an MCData group standalone FD request for the emergency FD communication; and

iii)
if the MCData emergency state is not set already, MCData client 1 sets its MCData emergency state. The MCData emergency state of MCData client 1 is retained until explicitly cancelled by the user of MCData client 1.

NOTE 1:
While MCData client 1 is in the emergency state, all types of MCData one-to-one and group communications initiated by MCData client 1 are initiated as MCData emergency communications.

If the MCData user at MCData client 1 initiates an MCData imminent peril FD communication:

i)
the MCData group standalone FD request shall contain an imminent peril indicator. 

2a.
If either emergency indicator or imminent peril indicator is present in the received MCData group standalone FD request, the MCData server implicitly affiliates MCData client 1 to the MCData group if the client is not already affiliated.

3.
MCData server checks whether the MCData user at MCData client 1 is authorized to send an MCData group standalone FD request and that the size of the file is below maximum data size for FD from the group configuration. MCData server verifies whether the provided functional alias, if present, can be used and has been activated for the user. If the MCData group ID is used, the MCData server resolves the MCData group ID to determine the members of that group and their affiliation status, based on the information from the group management server. 
i)
If an emergency indicator is present in the received MCData group standalone FD request and if the MCData group is not in the in-progress emergency state, the MCData group is considered to be in the in-progress emergency state until cancelled; and

NOTE 2:
While the MCData group is in the in-progress emergency state, all types of MCData communications within the group are processed as emergency group communications by the MCData server. MCData group members that are not in the emergency state do not indicate emergency in group communication requests.

ii)
If an imminent peril indicator is present in the received MCData group standalone FD request and if the MCData group is not in the in-progress imminent peril state, the MCData group is considered to be in the in-progress imminent peril state until cancelled.

4.
The MCData server may verify whether the corresponding file is available in the MCData content server (not shown in the figure) via the MCData-FD-5 reference point using the received file URL in the MCData group standalone FD request. For that, the MCData server sends an MCData file availability request to the MCData content server. Upon the receipt of the request, the MCData content server provides an MCData file availability response to the MCData server. If the MCData server identifies that the file is not available in the MCData content server, the MCData server provides a response to the MCData client 1 indicating that the file distribution request cannot proceed due to the unavailability of the file in the MCData content server.

5.
MCData server initiates the MCData group standalone FD request towards each MCData user determined in step 3. The MCData group standalone FD request towards each MCData client contains:

i)
an emergency indicator if it is present in the received MCData group standalone FD request from the MCData client 1;

ii)
an imminent peril indicator if it is present in the received MCData group standalone FD request from the MCData client 1; and

iii)
an alert indicator if requested to initiate an emergency alert in the received MCData group standalone FD request from the MCData client 1.

6.
The receiving MCData clients 2 to n notify the user about the incoming MCData group standalone FD request (including file metadata, if present) which may be either accepted or rejected or ignored.
7.
If the target MCData user on MCData clients 2 to n provides a response (accept or reject) to the notification, then respective MCData client sends the MCData group standalone FD response to the MCData server. MCData client 2 to n automatically sends accepted MCData group standalone FD response when the incoming request included mandatory download indication.

8.
The MCData server forwards the MCData group standalone FD responses to the MCData client 1.
NOTE 3:
Step 8 can occur at any time following step 5, and prior to step 9 depending on the conditions to proceed with the file transmission.

9.
The media storage client on the MCData client(s) accepting the request downloads the file from the MCData content server (not shown in the figure) using the procedures defined in subclause 7.5.2.3, either automatically (for mandatory download) or based upon the MCData user subsequent action. The MCData clients successfully receiving the file through the media storage clients, record file download completed and notify the MCData users.
10.
The MCData clients, receiving the file through the media storage client, provide MCData download completed reports for reporting file download completed, if requested by the user at MCData client 1. 
11.
The MCData file download completed reports from MCData clients may be stored by the MCData server for download history interrogation from the authorized MCData users. The MCData file download completed report from each MCData user may be aggregated.
12.
Aggregated or individual MCData download completed reports are sent by the MCData server to the MCData user at MCData client 1, if requested by the MCData client 1.
**** Next change ****

7.5.2.10.2
Procedure

The procedure in figure 7.5.2.10.2-1 describes the case where a MCData user is initiating group standalone data communication for sending a file to multiple MCData users, with or without download completed report request.

Pre-conditions:

1.
The MCData users on the MCData client 1 to n belong to the same group and are already registered for receiving MCData service and affiliated.

2.
The file to be distributed is uploaded to the media storage function on the MCData content server using the procedure defined in subclause 7.5.2.2.
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Figure 7.5.2.10.2-1: Group standalone FD using the MBMS download delivery method
1-3.
Steps 1-3 are the same as in the procedure for Group standalone FD using HTTP (7.5.2.6).

4.
The MCData server executes the procedure described in subclause 7.3.5. The MCData server defines, in the MBMS session properties (subclause 5.4 of 3GPP TS 26.348 [19]), the ingest mode to provide the file into the BM‑SC via xMB‑U. As described in clause 7.3.5.3.3, the MCData server decides how the file stored in the MCData content server is provided for distribution over the MBMS session.

If the pull ingest mode is defined, the MCData server may provide in this step the file list. As described in 3GPP TS 26.348 [19], the file list includes, among other information, the file URL to be used by the BM‑SC to fetch the file and the earliest fetch time. The earliest fetch time may be configured with a long enough delay so that the MBMS session is established and steps 6 to 8 are executed before the delivery over MBMS. The MCData server can also update the MBMS session with the file list in a later step.

If the push ingest mode is defined, the MCData server obtains the URL from the BM‑SC to be used to push the file via xMB‑U. The MCData server ingests the content into the BM‑SC after the MBMS session is established and steps 6 to 8 are performed.

5.
The MCData server initiates the MCData group standalone FD over MBMS request towards each MCData user determined in step 3. The request is sent over unicast or within an MBMS bearer for application level control signalling.

6.
The receiving MCData clients 2 to n notify the users about the incoming MCData group standalone FD request (including file metadata, if present).

7.
The MCData clients 2 to n automatically send accepted MCData group standalone FD response when the incoming request included mandatory download indication.

NOTE 1:
When the UE is in idle mode, MCData clients may skip step 8. 
NOTE 2:
If the pull ingest mode was defined in step 5 and the file list has not been provided yet, the MCData server updates the MBMS session with the file list. If the push ingest mode was defined, the MCData server can start pushing the file for distribution over MBMS.

8.
The MCData server forwards the MCData group standalone FD responses to the MCData client 1.

NOTE 3:
Step 8 can occur at any time following step 6, and prior to step 10 depending on the conditions to proceed with the file transmission.

9.
The MCData clients receive the file delivered over MBMS. 
10.
If losses occurred during the file delivery over MBMS, the MCData clients may download the missing parts using the procedures defined in subclause 7.5.2.3.

NOTE 4:
If the file is not successfully received over MBMS, e.g. due to a poor MBMS reception quality, the media storage client of the MCData client(s) can download the file using the procedure defined in subclause 7.5.2.3.

11.
The MCData clients, after file reception, initiate MCData download completed reports for reporting file download completed, if requested by the user at MCData client 1. 

12.
The MCData file download completed reports from the MCData clients may be stored by the MCData server for download history interrogation from authorized MCData users. The MCData file download completed report from each MCData user may be aggregated.

13.
Aggregated or individual MCData download completed reports are sent by the MCData server to the MCData user at MCData client 1.

**** Next change ****

7.5.3.2.1
MCData FD request (using media plane)
Table 7.5.3.2.1-1 describes the information flow for the MCData FD request sent from the MCData client to another MCData client.
Table 7.5.3.2.1-1: MCData FD request (using media plane)

	Information element
	Status
	Description

	MCData ID
	M
	The identity of the MCData user sending the file

	MCData ID
	M
	The identity of the MCData user receiving the file

	Conversation Identifier
	M
	Identifies the conversation

	Transaction Identifier
	M
	Identifies the MCData transaction

	Reply Identifier
	O
	Identifies the original MCData transaction to which the current transaction is a reply to

	Disposition indication
	O
	Indicates whether file download completed report is expected or not

	Download indication
	O
	Indicates mandatory download. (i.e. auto accept this media plane setup request)

	Application metadata container
	O
	Implementation specific information that is communicated to the recipient

	SDP offer (see NOTE)
	M
	Media parameters offered

	NOTE:
Includes file metadata.


**** Next change ****

7.5.3.2.4
MCData group standalone FD request (using media plane)
Table 7.5.3.2.4-1 describes the information flow for the MCData group standalone FD request sent from the MCData client to another MCData client.
Table 7.5.3.2.4-1: MCData group standalone FD request (using media plane)

	Information element
	Status
	Description

	MCData ID
	M
	The identity of the MCData user sending the file

	MCData group ID
	M
	The MCData group ID to which the data is to be sent

	Conversation Identifier
	M
	Identifies the conversation

	Transaction Identifier
	M
	Identifies the MCData transaction

	Reply Identifier
	O
	Identifies the original MCData transaction to which the current transaction is a reply to

	Disposition indication
	O
	Indicates whether file download completed report is expected or not

	Download indication
	O
	Indicates mandatory download. (i.e. auto accept this media plane setup request)

	Application metadata container
	O
	Implementation specific information that is communicated to the recipient

	SDP offer (see NOTE)
	M
	Media parameters offered

	NOTE:
Includes file metadata.


**** Next change ****

7.7.2.1.5
Void

7.7.2.1.6 
Void

7.7.2.1.7 
Void

**** End of changes ****
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**** First change ****


6.6.3.1.4
Media storage function

The media storage function is responsible for the storing of media uploaded by the media storage client of the MCData UE in case of MCData file distribution. It also supports download of stored media by the MCData UE in case of file distribution via media storage client.

The media storage function supports partial download requests of stored media by the MCData UE via media storage client.

**** Next change ****


7.5.2.1.21
MCData group standalone FD over MBMS request

Table 7.5.2.1.21-1 describes the information flow for the MCData group standalone FD request (in subclause 7.5.2.6.2) sent from from the MCData server to another MCData client.

Table 7.5.2.1.21-1: MCData group standalone FD over MBMS request

		Information element

		Status

		Description



		MCData ID

		M

		The identity of the MCData user sending file



		MCData group ID

		M

		The MCData group ID to which the file is to be sent



		Conversation Identifier

		M

		Identifies the conversation



		Transaction Identifier

		M

		Identifies the MCData transaction



		Reply Identifier

		O

		Identifies the original MCData transaction to which the current transaction is a reply to



		Disposition indication

		O

		Indicates whether file download completed reported is expected or not



		Download indication

		M

		Indicates mandatory download



		Content reference

		M

		URL reference to the content and file metadata information



		MBMS user service id

		M

		Id of the MBMS user service delivering the file



		MBMS content URI

		M

		URI upon which the content is delivered in the MBMS user service



		





**** Next change ****


7.5.2.3.2
Procedure


The procedure in figure 7.5.2.3.2-1 describes the case where an MCData user is downloading a file from the media storage function of the MCData content server.

Pre-conditions:


1.
The MCData user on the media storage client is registered for receiving MCData service.
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Figure 7.5.2.3.2-1: File download using HTTP

1.
The user at the media storage client initiates a file download request available at the indicated URL.

2.
The file available at the URL (received in MCData FD request or MCData group standalone FD request) is requested to be downloaded by the media storage client from the media storage function on the MCData content server using a MCData download data request. If emergency indicator is set in received in MCData FD request or MCData group standalone FD request, the the media storage client sets emergency indicator in MCData download data request.

NOTE:
the Media storage client can perform partial download requests to complete the missing parts after an incomplete transmission.

3.
The media storage function on the MCData content server may apply reception control policy and provides a MCData download data response including the file to the media storage client.

**** Next change ****


7.5.2.10.2
Procedure


The procedure in figure 7.5.2.10.2-1 describes the case where a MCData user is initiating group standalone data communication for sending file to multiple MCData users, with or without download completed report request.


Pre-conditions:


1.
The MCData users on the MCData client 1 to n belong to the same group and are already registered for receiving MCData service and affiliated.


2.
File to be distributed is uploaded to media storage function on MCData content server using the procedures defined in subclause 7.5.2.2.

 

[image: image2.emf]MCData client


1


MCData server


MCData client


2 to n


MCData Content Server


1. initiate data request


  2. MCData group X FD request


3. Various operations


13. MCData download completed report


12. Aggregate download completed report


5. Notify request


     4. MCData group X FD over MBMS request


6. MCData group X FD response


       7. MCData group X FD response


11. MCData download completed report


Media storage client 1


8. File xfer (initial)


21. MCData download completed report


19. MCData download completed report


20. Aggregate download completed report


18.File xfer (repair)


Media storage client 


2 to n


9. MCData download data request


10. MCData download data response


14. MCData download data request


16. MCData download data response


15. MCData upload data request


17. MCData upload data response




Figure 7.5.2.10.2-1: Group standalone FD using the MBMS download delivery method

1-4.
Steps 1-4 are the same as in the procedure for Group standalone FD using HTTP (7.5.2.6).


5.
The MCData server executes the procedure described in subclause 7.3.5
Use of MBMS user services for file distribution. The MCData server provides, in the MBMS session properties (subclause 5.4 of 3GPP TS 26.348 [19]), the file location on the media storage function and sets the earlier fetch time with a long enough delay so that steps 6 to 8 are executed before the delivery over MBMS.


6.
MCData server initiates the MCData group standalone FD over MBMS request towards each MCData user determined in step 3. The request is sent over unicast or within an MBMS bearer for application level control signalling.


7.
The receiving MCData clients 2 to n notify the user about the incoming MCData group standalone FD request (including file metadata, if present).


8.
MCData client 2 to n automatically sends accepted MCData group standalone FD response when the incoming request included mandatory download indication.


NOTE 1:
When the UE is in idle mode, MCData clients may skip step 8.


9.
The MCData server forwards the MCData group standalone FD responses to the MCData client 1.


NOTE 2:
Step 8 can occur at any time following step 6, and prior to step 10 depending on the conditions to proceed with the file transmission.


10.
The MCData client receives the file delivered over MBMS. 


11.
If losses occurred after the end of the file delivery over MBMS, the MCData client downloads the missing parts using the procedures defined in subclause 7.5.2.

Editor's note: whether any enhancements are required on MCData-FD5 are FFS.

12.
The MCData clients, after a successfully reception, initiate a MCData download completed reports for reporting file download completed, if requested by the user at MCData client 1. 


13.
The MCData file download completed reports from MCData clients may be stored by the MCData server for download history interrogation from the authorized MCData users. The MCData file download completed report from each MCData user may be aggregated.


14.
Aggregated or individual MCData download completed report is sent by the MCData server to the MCData user at MCData client 1.
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